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近期，宁波大学附属妇女儿童医院
一患儿术后不幸离世。宁波市委市政
府高度重视，成立多部门组成的调查
组，依法依规进行全过程调查核查，于2
月5日发布情况通报：医疗事故技术鉴
定专家组判定此例属于一级甲等医疗
事故，医方承担主要责任，医患双方对
鉴定结论已签字确认；宁波市公安局海
曙区分局已依法立案侦查；主刀医师陈
某贤被免去外二科（心胸）主任职务、吊
销医师执业证书，相关涉事医师、医院
及领导均受到相应处分处理，市卫生健
康委对该起医疗事件处置研判不足、指
导不力，被责令作出深刻检查并切实整
改。

鉴定专家组综合分析认为，患儿存
在混合型房间隔缺损，大小分别约3mm
和7mm，右房右室稍增大，同时存在肺
动脉高压，有择期手术指征。医方存在
以下过失：术前“冠状静脉窦无顶综合
征”诊断依据不足；未进行术前多学科
讨论，术前评估欠充分；手术时机选择
欠妥当；手术入路选择欠谨慎，手术操
作出现失误，导致二次房间隔缺损修
补，手术时间过长；术中出现突发情况
处理及告知欠及时、欠规范；对患儿术
后病情严重程度、病情变化的预判和认
知不足，术后监测不到位，处理不够及
时。医方上述过失与患儿术后并发心
力衰竭、呼吸功能衰竭而死亡存在直接
因果关系。

患儿自身存在混合型房间隔缺损、
肺动脉高压，右肺静脉单干变异，房间
隔缺损靠近右肺静脉及下腔静脉开口，
增加了手术难度及风险，也与患儿死亡
存在一定关联。

调查组还通报了切口缝合、缺损修
补操作、病历记录及手术室监控录像等
问题的调查核实情况。

据通报，涉事的麻醉医师严某雅被
免去麻醉科主任职务，PICU医师董某
亚被暂停执业活动6个月，同时，陈某
贤、董某亚、严某雅均被处警告、罚款的
行政处罚。针对调查发现的问题，市卫
生健康委责成妇儿医院作出深刻检查，
责令限期改正，并给予警告、罚款的行
政处罚；给予医院党委书记陈某警告处
分，院长陈某水记大过处分并作免职处
理，副院长郑某善作免职处理。

（新华社）

手机回收个体户张拓从事线
上手机回收生意已经有三四年
了，平时他会在社交平台上打广
告，卖家有意出售手机，就会和他
私信交流，双方敲定回收价格。
可张拓收到手机实物时，总能遇
到有顾客粗心大意，把还带有个
人信息的手机发了过来。

“不删照片的，不退手机 ID
的，这些情况遇到挺多次了。”张
拓表示，有些品牌的手机自带云
空间功能，如果卖家不退出手机
ID并开启了图片共享，新机主便
能看到原机主共享的图片，“有些
人还偏偏喜欢把重要的信息都拍
下来，身份证照片我都看到过好
几个人的了，如果有人动歪心思，
拿这个身份证照片去干什么事，
就不好说了。”

不清除数据就把电子产品卖
出，不仅会给自己带来隐私泄露
的风险，也会给下一任使用者带
来困扰。消费者小奇前段时间买
了一款某品牌的二手手机，使用
时发现手机里居然还登录着一个
账号。账号名是一串手机号码，但
被隐去了多位数字，小奇没法联系
原机主。他找到当时卖给自己二
手手机的门店，店员却称因为时间
比较久远，已经无法查到是谁卖出
的这部手机。

账号残留的问题是如何产
生的？记者致电了该手机品牌
的客服，对方表示，如果涉及二
手手机的买卖，前一任机主可能
没有彻底清除数据，导致账号并
未退出。在此情况下，原账号主
人可远程挂失手机，导致手机无

法继续使用。“想要解决这个问
题，必须联系原机主主动退出账
号。”

小奇的手机里看不到原机主
的号码，要怎样才能联系原机主
呢？能否通过提供手机设备码，
来获取这款手机上登录的账号信
息？对此，客服表示无法做到。

“您必须是手机的第一任机主，提
供手机的购买凭证，我们才能帮
忙查询。如果您买的是二手手
机，就没办法了，只能自己想办法
联系原机主。”

临近过节换手机需求增加，置换旧手机请您注意——

换机不清数据 买卖都有风险

宁波患儿术后离世
医疗事件调查结果发布
相关单位和责任人受到处理

临近过年，给自己和长辈换个新手机，是很多年轻人的选

择。而置换下来的旧手机，不少人会拿到二手市场售卖。记者

调查发现，目前二手电子产品交易市场仍存在信息安全风险。

有卖家粗心大意，出售前未彻底清除手机数据，不仅令自身暴

露于身份盗用等风险，也容易给买家带来使用困扰。

“恢复出厂设置”和“格式化
硬盘”的操作并不算复杂，但因为
有些消费者缺乏相关知识，在售
卖二手电子产品之前，采用的还
是普通删除的办法：把文件删除
进回收站，从回收站再次删除一
次。彭根表示，如果只是采用这
种删除办法，那么卖出去的电子
产品泄露隐私的可能性就比较
大，专业人士通过技术手段就能
恢复之前删除的文件。

记者以“想要找回手机照片”
为由，咨询了三家提供数据恢复
服务的公司。对方均表示，如果
手机已经恢复了出厂设置，是没
法恢复数据的。如果只是普通删
除，数据就有可能被恢复。

“能不能恢复，跟手机的版

本、信息删除的时间长短，以及有
没有被覆盖都有关系。”一位技术
人员表示，遇到比较难处理的情
况，可能还要动用一些“取证级
别”的技术手段，“所以我们恢复
数据的收费不算便宜，从几百元
到几千元都有可能，如果不是特
别重要的数据，您可以考虑一下
再决定要不要恢复。”

咨询过程中，商家均未要求
记者提供“机主”证明，也就是说，
如果不法分子购买了二手电子产
品，找这些公司也是能够做数据
恢复的。这么看来，在售卖二手
电子产品时，能否及时做到深度
的数据清理，防止数据被二次恢
复，是保护隐私的关键。

目前，市面上也有不少品牌

连锁式的电子产品回收机构。记
者咨询了几家线下门店，“清除数
据”都是交易流程的一环，工作人
员会当面为顾客清除数据后，才
完成交易。还有的回收公司做的
是“线上生意”，顾客需要自行拍
照并发送设备信息，对方估价之
后，顾客再把电子产品邮寄到对
方的地址。

但线上回收店在“数据清除”
这方面明显缺乏提示。记者询问
了五家店铺，只有一家提醒记者在
邮寄之前要自行先做数据清理。
另外几家则与二手交易平台的许
多卖家一样，只关注手机的品相、
电池数据等信息并给出报价，随后
就告诉记者可以邮寄了。

（北京晚报）

记者在二手交易平台上看
到，售卖手机等电子产品的卖家
非常多，但其中特意标注“已退账
号”“已清数据”的只有少数几
个。其他大部分卖家，都只是在
介绍手机的品相成色、内存数据
等，并没有特意标注是否做了数
据清除。

电子产品的数据清除，到底应
该怎么做？近日发布并将于2027
年1月1日实施的《数据安全技术
电子产品信息清除技术要求》强制
性国标提出了两种核心技术方法：
数据覆写和块擦除。

数据覆写，指的是将固定或
随机的无含义数据写入电子产
品，覆盖与用户数据有关的每个
存储单元；块擦除指的是通过调

用存储介质指令，对物理块执行
根本性的擦除操作。这两种办法
都能达到清除数据的目的。

“这些术语比较专业，简单来
说，可以把手机、电脑这类电子产
品比作一本书，普通的删除看似
是把数据删了，但其实只是删除
了书的目录，书里原本的内容还
在，是可以恢复出来的。而数据
覆写和块擦除，就相当于把整本
书或书里的每个字都给涂黑掉，
那自然就看不见书上原先写的是
什么东西了。”网络安全专家、北
京汉华飞天信安科技有限公司总
经理彭根介绍。

那这些听起来专业的数据清
除手段，操作起来是否麻烦？彭
根表示，这些办法其实普通人也

可以操作。以手机来说，目前市
面上的手机，执行“恢复出厂设
置”一般就可以达到数据清除的
效果；至于电脑的硬盘，通过完全
格式化功能，多格式化几次也可
以相对彻底地擦除数据。

“但这里有一个需要注意的
问题，就是‘恢复出厂设置’这个
操作，不同品牌手机的效果不太
一样。”彭根解释，有的手机只有
一个“恢复出厂设置”的按钮，点
击后默认清除所有数据；但有的
手机将“恢复或还原设置”和“清
除数据”做成了两个不同的按钮，
或者把“清除数据”做成了需要进
一步勾选的选项，此时如果仅仅
点击恢复或还原，是无法彻底清
除数据的。

卖家粗心大意 隐私如同裸奔

数据清除不难 但要注意细节

不用自证“机主”就能恢复数据


